[bookmark: _GoBack]Connecting using an SSH client on Windows
There are many free and commercial SSH client programs available for Windows. A good, popular free client is PuTTY. To use it, simply download the putty.exe file, then double-click putty.exe on your computer to run it. You'll see PuTTY's configuration dialog appear:
[image: PuTTY configuration dialog]
Enter your Web server's IP address or hostname in the Host Name (or IP address)box, and click Open. The first time you connect to your Web server, you'll probably see a security alert dialog appear, warning you that PuTTY doesn't know anything about the machine ("host") that you're connecting to. Click Yes to add your server to PuTTY's cache and proceed with the connection.
You'll now see a black terminal window appear, containing a "login as:" prompt:
[image: PuTTY login prompt]
Enter your username, and press Enter. A "Password:" prompt appears; enter your password and, again, press Enter. If all goes well, you'll now be logged into your Web server. You'll probably see some sort of welcome message from your server, followed by a shell prompt:
[image: PuTTY window - logged into Web server]





Connecting using an SSH client on Linux
 
Once you have a terminal window open (ctrl+alt+t)(hot key for Ubuntu), type:

ssh username@hostname
where username is your SSH username, and hostname is the host name or IP address of your Web server. Then press Enter. If this is the first time you've tried to connect to this computer, you'll see a warning to the effect that the host couldn't be authenticated. Type yes and press Enter to confirm that you'd like to continue with the connection.
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)After a few seconds you should see a "Password:" prompt appear; enter your password and press Enter once again. You should now see a welcome message and a shell prompt, indicating that you're logged into your Web server:
 (
T
ype 
“
ssh
”
)

 (
T
ype
 
“
your password
”
) (
T
ype
 
“
yes
”
)[image: C:\Users\Michael\Desktop\Screenshot at 2012-10-31 13_31_06.png]

image1.jpeg
Loggng

& Temina
]
Bl
Featues

& Window
fopesznce
Beravour
Terdaton
Selecton
Coours

& Comnecton
Das
Prory
Tenet
Rogn

@ ssH

Sers

Comnectan ype:
| C Ram_C Tehet C Rogn © S5H C Seml

[ Load.save or delte  stoed sesson

Saved Sessons
Dot Ssirze iosd
Save
Deets
Ciose wrdow on et
Clwap C Never @ Oniyonceanest





image2.jpeg




image3.jpeg
[1oin as: mac
Josing xeypoara-snteractive aucnencicaion.
eacavora:

Lasc login: Thu May 10 18:50:25 2007 from 1isa





image4.png
Terminal

for details.

sonia@sonia: ~

To run a command as adninistrator (user "root"), use "sudo <command>".
See "man sudo_root" for details.

sonia@sonia:~$ ssh sonia@166.111.32.48
The authenticity of host '166.111.32.48 (166.111.32.48)' can't be established.
RSA key fingerprint is 20:24:ac:96:99:fb:33:b6:4f:51:cc:68:c 4:ad
lAre you sure you want to continue connecting (yes/no)? yes
Warning: Permanently added '166.111.32.48' (RSA) to the list of known hosts
Scientific Linux CERN SLC release 4.5 (Beryllium)
Sonia@166.111.32.48"'s password: I
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